Future events

gettogethercommunity/privacy-Ix

Find more resources

ssd.eff.org

orivacytools.io

Discussions
next privacy cafe
reddit.com/r/privacy

talk on irc:
Hprivacylx on irc.oftc.net

concept
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Threat model Browser

1. What do | want to protect? Allows you to surf the T@;t
web anonymously

2. Who do | want to

orotect it from? Firefox is fast, reliable,
open source and
Z How bad are the respects your privacy.

(although not anonymous)

Browser Extentions

(If using tor browser don't install these)

conseguences if | fail?

4 How likely is it that | will
need to protect it?

Privacy Badger
5 How much trouble am | Blocks trackers by learning
willing to go though?
HTTPs Everywhere a
L Enforces the use of HTTPs
Https &
000 MEnt x \{ [F)Cac x mTer x \ & UBIOCk Origin
& - C @ https://www.sarava.org Blocks ads and trackers
22 Aplicativos 3D iT! by Edan Kwan Ins
Better Passwords
End-to-End don't trust yourself
Encrypted Messaging to create strong passwords
End-to-end encryption means that no
one between your device and the one ? LessPass KeypassX x
browser addon  Program/App

you are communicating with can see
what you are talking about.

Google Alternatives

Google /P searX
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Scan the code on your contact's phone, or ask .
them to scan your code, erify that youl Google - .
messagesandcal\slomemar end-to-end DOCS ®

Process of Verifying the ... > Frama
contact is required to R more alternatives

guarantee no interception is taking place prism-break.org




