
logo creditsorganized by

concept

privacylx.org

next privacy cafe
 

reddit.com/r/privacy

talk on irc:
#privacylx  on irc.oftc.net

Discussions

privacytools.io

ssd.eff.org

Find more resources

gettogether.community/privacy-lx

Future events

Privacy
Cafe



search

more alternatives
prism-break.org

Google Alternatives

Https

LessPass 
browser addon

KeypassX
Program/App

don’t trust yourself
to create strong passwords

Better Passwords

Process of Verifying the
contact  is  required  to 
guarantee no interception is taking place 

Signal

Briar

End-to-end encryption means that no
one between your device and the one
you are communicating with can see
what you are talking about.

End-to-End
Encrypted Messaging

Privacy Badger
Blocks trackers by learning

HTTPs Everywhere
Enforces the use of HTTPs

uBlock Origin
Blocks ads and trackers

(If using tor browser don’t install these)

Browser Extentions

Firefox is fast, reliable,
open source and

 respects your privacy.
(although not anonymous)

Allows you to surf the
web anonymously

Browser

1. What do I want to protect?

2. Who do I want to
protect it from?

3. How bad are the
consequences if I fail?

4. How likely is it that I will
 need  need to protect it?

5. How much trouble am I
willing to go though?

Threat model


